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You’re One Step Away from Protecting Your Data 
The amount of unstructured data continues to grow exponentially within 
organizations. With a majority of enterprise data now comprised of this volume of 
potentially sensitive data securing it can seem like a monumental task. Extending 
your IdentityIQ solution with SailPoint’s File Access Manager provides a fast,  
easy-to-deploy approach to secure your unstructured data. Get the visibility and 
control of your data in a matter of weeks. In this time frame File Access Manager 
can be quickly implemented to begin monitoring and analyzing your unstructured 
data repositories. 

SailPoint’s Rapid Deployment service speeds the time of implementation and 
integration of File Access Manager within your organization. With our proven 
experience we’re ready to help your business quickly and efficiently extend identity 
governance to your data. We help you design best practices and policies to protect 
and maintain effective control over your data. 

Our team consists of highly skilled consultants with a wealth of field experience 
and solution-specific technical depth that they can apply to address your data 
security challenges. 

File Access Manager Implementation Overview

SailPoint File Access Manager 
Rapid Deployment

Pre-Kickoff Visibility Control Transition

Pre-Kickoff
Focus: Prepare for installation
Timeline: 1-2 weeks

•	5 endpoints 

•	3 core use cases
•	Permissions collection
•	Activity monitoring
•	Data classifications 

•	Controls
•	Reports/alerts/policies

Visibility
Focus: Initial setup and requirements
Timeline: 2-4 weeks

Control
Focus: On-going controls/reports/alerts
Timeline: 2-4 weeks

Transition
Focus: Plan for the next phase
Timeline: 1-2 weeks
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SailPoint, the leader in identity management, delivers an innovative approach to 
securing access across the enterprise with the SailPoint Predictive IdentityTM platform. 
With SailPoint, enterprises can ensure that everyone and everything has the exact 
access they need, exactly when they need it, intuitively and automatically. Powered 
by patented Artificial Intelligence (AI) and Machine Learning (ML) technologies, 
the SailPoint Predictive IdentityTM platform is designed to securely accelerate the 
business while delivering adaptive security, continuous compliance and improved 
business efficiency. As an identity pioneer and market leader serving some of the 
world’s most prominent global companies, SailPoint consistently pushes the industry 
to rethink identity to the benefit of their customers’ dynamic business needs.

Stay up-to-date on SailPoint by following us on Twitter and LinkedIn and by subscribing 
to the SailPoint blog.

SAILPOINT:  
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Phase 1: Pre-Kickoff
In the pre-kickoff phase SailPoint will work with you to size the 
hardware and set up the environment in preparation for install 
and configuration.

Phase 2: Visibility
Proper management of unstructured data begins with the 
visibility of your current environment and data issues. The 
visibility phase is focused on installing File Access Manager, 
connecting it to an initial set of endpoints, and collecting all 
pertinent access, activity and sensitive data.

Phase 3: Control
Once the initial discovery is complete, you move into the 
control phase. The focus here is on establishing the proper 
ongoing controls over the data. This includes policies, alerts, 
and reports to aid in the continuous monitoring, discover, and 
resolution of data issues.

Phase 4: Transition
Once the initial data endpoints and the controls are in place, 
the focus turns to expanding the usage of File Access Manager. 
The transition phase focuses on helping you plan for the next 
steps, integrating additional endpoints, and more advanced 
use cases.

Once in a production-ready state with best practices configured for up to 5 data 
sources, we will ensure that your team knows what they need to maintain a secure and 
controlled environment for your organization’s sensitive data. For additional support, 
we offer a week-long training course to get your critical workforce up to speed.

Key Activities
Reports

Alerts

Policies

Key Activities
Planning for the next phase

Training

Documentation

Key Activities
Software Installation

Connecting to endpoints

Collecting activities, 
permissions, and sensitive data

Key Activities
Hardware sizing

Environment prerequisites

Project planning
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